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[ Introduction }

. Application EU submission, June 2022.
. EU Approval, December 2022.

. Project Start, January 2023.

. Project End, December 2024.

PROJECT CONSORTIUM:

INEM (coordinator): Paulo Pinto and Team

ULSSJodo: Maria Jodo Campos and Team

PALDATA: Agostinho Valente, Alberto Caria, André Calvinho, Carlos
Alexandre, Jorge Custddio, José Martins and Paulo Domingos

[ Main Goals }

. Design of Framework Controls for the Health
Sector.

. WEB Application to Apply the Framework.

. Methodology to use WEB Application Tool.

. Communication & Dissemination for all EU
member States.

Architecture overview

[ Project Components }
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[ Entities Project Outcomes ]

[ Project Status ]

* Phase 1 (January 2023) - Framework (V1.0) / Done

* Phase 2 (May 2023) - Framework (V2.0) and WEB Application (V1.0) / Done

* Phase 3 (January 2024) - Framework (V3.0) and and WEB Application (V2.0) / Work In Progress
* Phase 4 (November 2024) - Framework (VFinal) and WEB Application (VFinal) / To be done
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